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Abstract—Information technology and information science 

is a fast growing area due to rapid growth of next 

generation expectations leads to internet of things (IoT) 

which can connect us various devices and things at any 

instant. Controlling of different electrical and electronic 

appliances or machines through internet is made possible 

by IoT. This paper mainly focuses on history, structure, 

present and next generation status of IoT, and technology 

challenges of IoT. This paper also deals about applications 

in various fields where IoT roles up its different issues. The 

state of art approaches illustrates how IoT meets the 

various challenges about past and future technology.  
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I.  INTRODUCTION 

The Internet of Things (loT) is the network of substantial 

objects or "things" embedded with electronics, computer 

software, sensors, and network connectivity, which enables 

these objects to collect and exchange data. IoT is an advanced 

technology which the industries are starting to adapt into their 

operation. IoT is simply a user interface that a user can 

integrate into almost all the electrical/ electronic devices to 

transform them into a smarter one. 

 

Fig. 1. Representation of think for next generation  

Figure 1 shows people are thinking prototype of internet has 

been grown up to internet of things. So IoT is an integral part 

of next generation internet. 

Studying the IoT as a whole requires knowledge from many 

technical disciplines, including distributed systems, mobile 

computing, human-computer interaction, cloud computing, 

artificial intelligence and data semantics, as well as many non-

technical disciplines, and the many business, domestic and 

personal fields to which the IoT is or will be applied. 

This next generation technology is also preferred by many 

industries for the variety of applications it offers for a user like 

real-time analytics, examination of collected data, cloud data 

storage, activate an stroke based on a value an user sets, 

remote announcement etc.  A "Thing" in the context of the 

(loT), is an entity or substantial object that has a unique 

identifier, an embedded system and the ability to transfer data 

over a network. These devices collect useful data with the help 

of various existing technologies and then autonomously flow 

the data between other devices.  The authors in [1] developed 

an electronic information desk system. In this system author 

used SMS based approach in different way. In [2] (20020the 

purpose of research is to identify with the feasibility of IoT in 

bus transportation system in Singapore. The Singapore, which 

is technically advanced but still, has scope of improvement in 

their transportation system. Using the IoT for the consumer to 

understand and evaluate different bus options in an efficient 

manner. 

The rest of the paper is organized as follows. Framework of 

IoT is illustrated in section II. Hardware of IoT are presented 

in section III. Applications of IoT are mentioned in section IV. 

Concluding remarks are given in section V. 

II. FRAME WORK OF IOT 

A.  History of IoT- 

―Internet of Things‖ was stated by Kevin Ashton in 1999.  

Ashton who was working in supply chain optimization, 

wanted to attract senior management’s attention to a new 

exciting technology called RFID. Because the internet was the 

hottest new trend in 1999 and because it somehow made 

sense, he called his presentation ―Internet of Things‖. IoT-

enabled applications have become part of larger business 

objectives, enabling digital transformation with a focus on 

new services and applications. He quoted IoT as next 

generation of internet. 

 

 

http://twitter.com/kevin_ashton
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B. How IOT works  

The Internet of Things (loT), also sometimes referred to as the 

Internet of Everything (loE), consists of all the web-enabled 

devices that collect, send and act on data they attain from their 

surrounding areas and environments using embedded sensors, 

processors and communication hardware. These devices, often 

called "connected" or "smart" devices, can sometimes talk to 

other related devices, a process called machine-to-machine 

(M2M) communication, and act on the information they get 

from one another. Humans can interact with the gadgets to set 

them up, give them instructions or access the data, but the 

devices do most of the work on their own without human 

intervention. Their existence has been made possible by all the 

tiny mobile components that are available these days, as well 

as the always-online nature of our home and business 

networks. Figure 2 shows basics steps followed during 

construction of IoT system. 

 

Fig. 2. Steps involved in working of IoT  

  Various devices and sensors are collecting data everywhere 

like in home, in car, at the office and in the manufacturing 

plant. Sending data and events through networks to some 

destination. Taking action based on the information and data 

communication with another machine (m2m), Send a 

notification (sms, email, text), and talk to another system.  

III. HARDWARE OF IOT 

The hardware utilized in IoT systems includes devices for a 

remote dashboard, devices for control, servers, a routing or 

bridge device, and sensors. These devices manage key tasks 

and functions such as system activation, action specifications, 

security, communication, and detection to support-specific 

goals and actions. The core components of the IoT will be 

sensors and actuators, embedded processing, and connectivity 

and the cloud. Smart objects such as modern phones use 

sensors and actuators to interact with the real world. 

Embedded processing gives smart objects intelligence while 

connectivity and the cloud provide the means to communicate 

and store data. The IoT will ultimately evolve into a network 

of people, processes, data, and physical objects that inter-

communicate using wireless protocols. 

The most important hardware in IoT might be its sensors. 

These devices consist of energy modules, power management 

modules, RF modules, and sensing modules. The sensing 

module manages sensing through assorted active and passive 

measurement devices. RFID is a system in which there is a 

reader to read many tags as presented by Want et. al. [3] 

(2006). Machine-to-Machine (M2M) refers to the 

communications between computers, embedded processors, 

smart sensors, actuators and mobile devices (DYE, 2008). The 

use of M2M communication is increasing in the scenario at a 

fast pace. For instance, researchers predicted that, by 2014, 

there will be 1.5 billion wirelessly connected devices 

excluding mobile phones[ 4]. 
Arduino Uno is a microcontroller board based on 8-bit 
ATmega328P microcontroller. Along with ATmega328P, it 
consists of other components such as crystal oscillator, serial 
communication, voltage regulator, etc. to support the 
microcontroller. Arduino Uno has 14 digital input/output pins 
(out of which 6 can be used as PWM outputs), 6 analog input 
pins, a USB connection, A power barrel jack, an ICSP header 
and a reset button. Figure 3 shows hardware components of 
Arduino board. 

Fig.  3. Arduino Uno board hardware and its components 

IV. APPLICATIONS OF IOT 

Today we can find many applications of IoT in almost all 

fields of society and technology. Wide variety applications are 

includes building and home automation, manufacturing, 

medical and healthcare systems, media environmental 

monitoring infrastructure management, energy management 

transportation, industry, and infrastructure, government and 

safety home and office health and medicine. Also IoT finds 

applications in marketing and content delivery improved 

advertising, air and water pollution extreme weather 

commercial farming intelligent product enhancements, 

dynamic response to market demands improved facility safety 

residential energy commercial energy, research, medical 

information distribution emergency care, environment and 

conditioning, health and safety.   In industrial work, a machine 

can sense the work efficiency of the machine and work 

accordingly for maximum output. Smart homes where objects 

can communicate with each other like when there is no one in 

the home and unfortunately the owner forgot to lock the home 

then smart home will sense that there is no motion in the home 

and it will lock the home and send the unlock key to the owner 
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given by Moghaddam et. al. [5] (2015). The same application is 

smart water supply; if there is a leakage then the machine 

sensor will sense this and send the information to the server. It 

will help to stop the wastage of water [6] (2014). In this 

technology the objects are vehicles, which can communicate 

with another vehicle or the sensors around them. The main 

aspect of concern here is, there is no proper method to define 

the protocols because the object is moving and communicating 

with another moving object or with the sensors on the road 

side [7] (2016). 

Wearables are experiencing highest demand in market. 

Wearable’s which have embedded in sensors collect data from 

users and transmit the insight data to users, e.g. it covers 

health and fitness requirements. They are small in size, low 

power and highly energy efficient. Car connecting operation 

such as maintenance of the car and performing operation by its 

own are performed. Passenger’s understanding the best 

comfort zone by accessing internet facility.  Huge companies 

are working on this connected car solutions. Smart Cities, One 

of the interesting applications in IoT is smart city; it is creating 

curiosity in population. Surveillance, energy management, 

environment monitoring, water distribution, automated 

transportation and urban security are examples of smart cities. 

Agriculture: Supplying food to increasing population is one of 

the greatest demands. Government is helping farmers, by 

using research and advanced technology to increase their food 

production. IoT helps in sensing moisture in soil, controlling 

water usage for plant, and custom fertilizer. Day by day IoT is 

improving human life in a more convenient and simpler way, 

it is creating buzz, making people to experience new digital 

world never before. In future smart home will become as 

easier as smart phones. For example switching off air 

conditioner when no lives in home , unlock door for friends 

for temporary access when owner is not available, and 

opening door as owner enters etc are well known examples of 

IoT.         

V. CONCLUSION 

 

IoT is shows potential approaches to the world community and 

it works on various domains. Every object interacts digitally 

and prevents human monitoring the machineries and direct 

involvement. It is used in wide variety of applications such as 

smart cities, smart homes, agriculture, wearable’s, and 

healthcare it also faces various challenges like security, 

privacy and compatibility. 

This paper systematically focuses on new generation using 

IoT. Which gives idea on how today human beings are living 

based on technologies. IoT is developed based on internet this 

truth is objectively proved in this paper.  Also this paper gives 

clarity to what is next after internet. Through a widely 

distributed, locally intelligent network of smart devices, the 

IoT has the potential to enable extensions and enhancements 

to fundamental services in transportation, logistics, security, 

utilities, education, healthcare and other areas, while providing 

a new ecosystem for application expansion. A concerted effort 

is required to move the industry beyond the early stages of 

market development towards maturity, driven by common 

understanding of the distinct nature of the prospectus. This 

market has diverse characteristics in the areas of service 

distribution, business and charging models, capabilities 

required to deliver IoT services, and the differing demands 

these services will place on mobile networks.  
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